
Assessment form submitted by AYŞE ERDOĞDU for Milli Egmenlik İlkokulu - 18.01.2023 @
20:09:22

eSafety Label - Assessment Form

Infrastructure
Technical security

Question: Are all of your school computers virus-protected?

Answer: Yes, all school computers are virus-protected.

her bilgisayarda virüs koruma programı vardır.

Question: Are filtering levels uniform across schools or do they depend on user profiles (teacher, pupil, admin

staff, etc.) and their level of maturity/seniority?

Answer: There is a basic level of filtering which blocks pornography, violent and illegal content.

milli eğitim bakanlığının okullarda uyguladığı filtreleme sistemine sahibiz. uygunsuz sitelere meb

erişim engeli vardır.

Pupil and staff access to technology

Question: Are mobile phones and other digital devices allowed in school?

Answer: Mobile phones are banned on the school site and/or in the classrooms.

sadece öğretmenler telefon kullanabilir. öğrencilerimiz küçük yaşta olduğu için onların okula

telefon getirmesi yasak. gerekli durumlarda öğretmenleri aracılığı ile ailelerine ulaşabiliyorlar.

Data protection

Question: Do you consistently inform all school members about of the importance of protecting devices,

especially portable ones?

Answer: We asume all teachers know how to protect portable devices.

Software licensing

Question: How is the software and license status managed?

Answer: This is a shared task between several people and information can be gathered in a short time frame.

Question: Do you have an agreed process for installing software on the school system?

Answer: Yes. We have an agreed, effective process.

milli eğitim bakanlığı izin verdiği ve idarenin onayından geçen yazılımlar yüklenebilir.



Question: Does someone have overall responsibility for licensing agreements?

Answer: I don't know.

IT Management

Question: Are teachers and pupils allowed to install software to computers that are school property?

Answer: No, this can only be done by the person in charge of the school ICT network.

Question: Once new software is installed, are teachers trained in its usage?

Answer: Whenever staff members have a question about software they can contact the school helpdesk.

Question: What happens if a teacher would like to acquire new hard/software for the school network?

Answer: It is up to the head teacher and/or ICT responsible to acquire new hard/software.

Policy
Acceptable Use Policy (AUP)

Question: Does your school have an Acceptable Use Policy (AUP)?

Answer: No.

en kısa sürede yapmayı düşünüyoruz.

Question: Does the school have a policy on the use of mobile devices / mobile phones?

Answer: We sometimes use mobile phones as a pedagogical tool, but don’t have a specific policy on their use

at school.

veliler ile iletişim amacıyla öğretmenler tarafından kullanılıyor

Question: How do you ensure the school policies are up to date?

Answer: They are revised yearly.

Reporting and Incident-Handling

Question: Is there a clear procedure if pupils knowingly access illegal or offensive material at school?

Answer: No.

öğrenci yaş düzeyi küçük olduğu için böyle bir prosedür yok

Staff policy

Question: Is there a School Policy that states how staff should behave online?

Answer: No.

Pupil practice/behaviour



Question: When discussing eSafety related aspects, do pupils have the possibility to shape (extra-curricular and

curricular) school activities based on what is going on in their daily lifes?

Answer: Pupils are actively encouraged to choose topics of their interest and/or shape extra-curricular

activities.

teknoloji kullanımı ile ilgili her zaman bilgilendirme yapılır.

Question: Is there a school wide hierarchy of positive and negative consequences to address pupils' online

behaviour?

Answer: No.

Question: Does your school have a policy that states how pupils should communicate electronically at school?

Answer: Not really, it is up to individual teacher to discuss this in class.

School presence online

Question: Does your school policy contain a section on the taking and publishing of photographs of, and by,

pupils, parents and staff?

Answer: Yes, we have a comprehensive section on this in our School Policy.

okulumuzda öğrenci resimlerinin paylaşılması ile ilgili veli izin belgeleri mevcuttur.

Question: Does the school have an online presence on social media sites?

Answer: Yes.

okul sosyal medya adresleri mevcuttur.

Practice
Management of eSafety eSafety in the curriculum

Question: Do you include sexting and the school’s approach to it in your child protection policy?

Answer: No, sexting is not specifically mentioned although there are references to inappropriate behaviour by

pupils online.

Question: Are legal consequences of online actions discussed with pupils? Topics would include terms and

conditions, online payments, copyright.

Answer: No.

öğrencilerimiz küçük olduğu için böyle bir bilgilendirme yapılmadı.

Question: Is the eSafety curriculum progressive?

Answer: Not really; we try to stay as close to the national curriculum as possible.

Extra curricular activities
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Question: Do pupils do peer mentoring about eSafety?

Answer: Yes, sometimes.

Question: Does the school provide eSafety support for pupils outside curriculum time?

Answer: Yes, when asked.

Question: Does your school celebrate 'Safer Internet Day'?

Answer: Yes, some staff and pupils celebrate 'SID'.

etwinning projesi yapan sınıflarımızda kutlanıyor.

Sources of support

Question: Are other school services involved in eSafety issues (e.g. counsellors, psychologists, school nurse)?

Answer: Yes, we have a lot of support from them.

okulumuzda güvenli internet kullanımı ile ilgili öğretmenlere, öğrencilere ve velilere seminerler

düzenlenmiştir.

Question: Are there means in place that allow pupils to recognise good practise and expert knowledge in peers

with regards to eSafety issues?

Answer: No.

Staff training

Question: Do all staff receive regular training on eSafety issues?

Answer: They do not receive training on eSafety.

Question: Are teachers trained on the topic of cyberbullying?

Answer: Yes, if they are interested.

Final comments

“Okulumuz bu konuya çok önem vermekte ve güvenli internet ile ilgili türlü
önlemleri alacak ve prosedürü hazırlayacaktır.“
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